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Abstract

The continuous increase of traffic demand, in the future, could congest and overflow
current networks. New virtualization technologies that are capable of developing more
heterogeneous, flexible and manageable networks, in which operating costs (OPEX) and
investment (CAPEX) are reduced are being researched to fix this issue. Software Defined
Networking (SDN) and Network Function Virtualization (NFV) are two virtualization
technologies that provide network flexibility and better resource management, allowing
resources to be dynamically shared and slicing the Radio Access Network (RAN). In this
project, the study and implementation of RAN Slicing on a testbed based on the
OpenAirinterface and 5G-EmPOWER platforms is carried out. For its implementation, the
2 platforms have been studied, configured and integrated and the RAN Slicing has been
applied, with the creation of tenants. The study of RAN Slicing for Multi Operator Core
Network (MOCN) has also been developed, with the creation of a new operator to
analyse the connectivity of multiple operators to the same eNB. Throughout the project,
several studies have been developed to verify the functioning of the network and the
connectivity of one or multiple users to it.
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1. Introduction

In the last years, the data traffic in the wireless networks has increased notably due to the
generalised use of Internet and mobile applications. Thanks to the development of new
communication standards, such as Long Term Evolution (LTE) and Long Term Evolution
Advanced (LTE-A), this levels of traffic have been easily managed contributing to the
communication with 230% more efficiency, faster data transmission rates and better
quality than older standards like Global System for Mobile communications (GSM) or
Universal Mobile Telecommunications System (UMTS). Nevertheless, a higher global
traffic demand is expected by 2020, which will reach the 30.6 exabytes monthly [1]. This
issue is worrying manufacturers and operators of wireless networks since the increase in
the traffic demand will originate congestion and consequently overflow of the fourth
generation networks. Moreover, this increase might cause the rise in the equipment
inversion and operation costs. Thus, new approaches and technologies are being studied
in order to deploy denser and heterogeneous networks, which will be able to provide a
flexible management and an efficient operation while maintaining the Capital (CAPEX)
and Operating (OPEX) Expenditures low.

One of these new approaches is the virtualization that permits decoupling the software
applications from the underlying hardware. Software Defined Networks (SDN) and
Network Function Virtualization (NFV) are two virtualization technologies that together
can provide flexibility in the network and management of the resources. These features
allow sharing dynamically the resources and slicing the Radio Access Network (RAN)
basing on the requested specifications.

Nowadays, some research groups in mobile communications area are investigating in
this field. In particular, in the UPC the Mobile Communications Research Group (GRCM)
is collaborating with the Future Networks (FuN) research Unit, which belongs to the
Fondazione Bruno Kessler Create-Net (FBK.Create-Net) international research center in
Trento, in the study of the RAN Slicing concept on a real-time test platform based on the
5G-EmPOWER. This platform implements Wi-Fi and LTE networks following the SDN
paradigm and using virtualization functionalities.

RAN Slicing [2] can deal with the continuous increasing of the traffic demand and with the
heterogeneous patterns of traffic in the wireless networks. In fact, an important challenge
is that each Mobile Virtual Network Operator (MVNO) or tenant can have different
requests in a specific node (Wi-Fi Access Point or LTE eNodeB, among others) according
to the traffic variations in the network. Thus, slicing the RAN can reduce the costs in the
deployment and operation of several logical networks over a common physical network
infrastructure in such a way that each network could be personalized to accomplish with
the necessities of specific applications and/or communications service providers. Besides,
each tenant can manage its own slice of resources while it is providing the desired set of
services. Nevertheless, slicing the RAN can be a bit difficult to implement because of the
inherently shared nature of the radio channel and the considerable influence of any
transmitter over any receiver.

Up to now both groups were working together in the RAN Slicing for the Wi-Fi standard,
in which the slicing have been successfully achieved, but for some time now they started
to study the RAN Slicing for the LTE standard in which this project is enrolled.

11
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The main objective of this project is the study and implementation of RAN Slicing on a
real-time platform based on the 5G-EmPOWER software, designed by the research
center FDK-Create-Net, for its later integration with the OpenAirinterface (OAI) LTE
network, provided by the OpenAirinterface Software Alliance (OSA). With this study we
want to contribute to the investigation of new technologies that allow to evolve to 5th
generation networks in which more complex and flexible networks are sought, which will
be capable of handling very high levels of traffic and providing a better quality of service
according to the service that are providing and the users requirements.

The thesis consists of the following sections. In Section 2, the context of the project will
be defined by the explanation of several concepts such as the SDN paradigm, NFV, the
LTE standard, the OpenAirinterface platform and the EmPOWER testbed which will
clarify the bases of this project. In Section 3, the methodology followed to carry out the
work will be briefly explained. In Section 4, all the procedures developed to reach the
main objective and the results obtained will be exposed. Finally in Section 5, the
conclusions of the project and the future work will be presented.

12
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2. State of the art

In this section, the context in which the project is carried out is presented. First, the
different technologies and standards (such as SDN, NFV and LTE) that fix the basis of
this work will be described. Then, the platforms OAI LTE network and 5G-EmPOWER
that have been used to develop the project will be introduced.

2.1. Software Defined Networking (SDN)

Nowadays, data communications networks are usually made up of a high number of
forwarding devices such as routers, switches, firewalls, among others. The
interconnection of them, by links, allows the transmission of data between different hosts
or end users, which are also connected to that network. These network devices tend to
be closed systems so that there is very limited control of their interfaces. In addition, they
do not allow an innovation of the network infrastructure, since neither existing protocols
can be modified nor can new ones be created to adapt the network to the needs that the
users request.

A major drawback that exists in current networks and that does not allow their evolution is
that control and data planes are coupled so that each device in the network makes its
own forwarding decisions. This coupling between planes makes more complicated to
develop new applications and functionalities in the elements of the network and any
change that may be applied have to be configured directly on each element of the
infrastructure.

Software Defined Networking [3] has been developed with the aim of facilitating the
innovation of the network and therefore of providing a better and easier control of the
network data-path. Moreover, this new paradigm separates the control and data planes,
that is, the physical infrastructure from the logic control, by providing the network with a
common software control. This separation of planes provides direct virtualization and a
major management of the network and easier implementation of new protocols and
applications. In this way, the network is reduced to forwarding devices and a controller
that will make the forwarding decisions of the different elements of the network.

o
E=E=S SDN Controller ' Middlebox (e.g. Firewall)
Forwarding device with Fegsd] Forwarding device with
:x: decoupled control :)C embedded control ngtv:arle
ontro

~
4 ~
~

N

Traditional Network Software-Defined Network
(with distributed control and middleboxes) (with decoupled control)

Figure 1. Architecture of a traditional network and a SDN network. Extracted from [3].
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In Figure 1 the evolution from a current network to a SDN network is shown, in which the
forwarding hardware is separated from the control logic. In the SDN network the data-
path is represented with solid lines and the control-path is represented with dashed lines.

The architecture of the SDN [4] approach is exposed in Figure 2.

Application layer

Applications, -

running on physical 9 —
or virtual hosts —

~
Northbound
Control layer }AP|S

Network controller =

Southbound
Infrastructure layer API

Programmable
switches

Figure 2. Architecture of SDN approach. Extracted from [5].
The SDN architecture is composed by the following components:

- Applications: They are programs that inform the controller about their network
needs and behaviours through one or more Northbound interface.

- Controller: It is a logical control entity able to translating the requests from the
applications to the underlying data plane, giving to the application plane an
abstract vision of the network by means of statistics and events.

- Programmable switches: They are logical elements of the network that expose
visibility and control over its forwarding and processing capacities. They
communicate with the controller through a Southbound interface.

2.2. Network Virtualization Function (NFV)

Creating new services in current networks is a bit complicated since the existing network
infrastructures have hardware and software that are very limited and are integrated in a
specific way, which means that they are not very flexible. In order to integrate a new
service there must be an inversion in new hardware and software which would lead to an
increase in deployment and operation costs (CAPEX and OPEX). The evolution of the
networks is fundamental to avoid these issues by developing new technologies that allow
having more flexibilty and management networks, less dependency on the
manufacturers and use open standards, while the CAPEX and OPEX are reduced.
Network Function Virtualization concept has emerged to alleviate the previous problems.

14
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Figure 3. Network Virtualization approach. Extracted from [6].

Network Function Virtualization [7] is an IT virtualization technology that aims to migrate
network node functions from a specific hardware to software instances which run on a
general purpose virtualized networking. Moreover, it allows that the programmed software
will be implanted in different platforms allowing multiple management points in the
networks. From this idea arise a new one in which is intended to standardize and make
compatible these management points for multi-vendor solutions. There are three principal
features that characterize the virtualized networks:

- Decoupling hardware and software. The separation between hardware and
software allows that each block evolves independently from each other.

- Flexible deployment of network functions. NFV can automatically implement
the software of network function on a set of hardware resources which can
execute different functions at different times in different datacenters.

- Dynamic service provisioning. Network operators can scale dynamically the
NFV performance and grow as needed, having a precise granularity control based
on the actual status of the network.

The implantation of NFV is done from the virtualization of network function elements,
which are named Virtualized Network Functions (VNF). Each VNF is developing a
network function and combining them the virtualized network segment will be created.
There are three types of devices that can be virtualized: network function devices (routers,
switches, Access Point Names (APN),...), IT devices related to the network (firewalls,
network device management systems,...) and network-linked storage (file servers or
databases).

From the NFV implantation can be obtained many benefits [8], as are explained below:

- Simplification on the implantation of network elements.

- Increase of the speed in the deployment of the network elements.

- Higher network scalability.

- Independence of equipment manufacturers.

- Interoperability. Compatibility between several elements of the network.
- Wide variety of ecosystems and open standards.
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- Security.
- Less Time-To-Market.
- Less inversion (CAPEX) and operation costs (OPEX).

Relationship between NFV and SDN approaches

NFV is closely related to other emerging virtualization technologies such as the SDN [8].
Although both can be developed independently, without depending on each other,
together they complement very well and can be obtained more powerful solutions
because in both technologies the orchestration of the set of services is fundamental.
Moreover, the scheme of management and monitoring tools of SDN for the different
planes agrees with the needs of NFV, which implies that management solutions between
SDN and NFV are ideals to manage multiprovider environments. On the other hand, both
two technologies pursue the same objectives: innovation, creation, openness and
competitiveness.

gcgfna;zztive 9 Creates-network
ks | Sofware | 03kt o
innovative Open Dafined ‘ f
applications Innovation I Neiworks innovation.

by third

parties.

Network
Functions
Virtualisation

Reduces CAPEX, OPEX,
Space & Power
Consumption.

Figure 4. Relationship diagram between SDN and NFV. Extracted from [8].

In conclusion, NFV is compatible with SDN paradigm. The former can provide to the SDN
the infrastructure upon which SDN software can run, reducing CAPEX, OPEX, space and
power consumption while the SDN provides a faster innovation due to its network
abstractions in the control and data planes.

2.3. Long Term Evolution (LTE)

In the last two decades the demand for traffic in mobile communication networks has
grown considerably due to the entry into the market of smartphones that have led to
increased use of the Internet and mobile applications. Whereas before the users were
interested on voice services and small text messages, now users tend to make more use
of high-quality real-time audiovisual services. Given these circumstances, communication
standards have had to be adapted to meet the technological and user needs. Currently,
due to the existing level of traffic, standards such as GSM (2nd generation) or UMTS (3rd
generation) are very limited so more and more operators are getting by the
implementation of the LTE standard (4th generation).

In the following, the architecture of LTE standard is presented.
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In Figure 6, the several entities of the LTE architecture are shown. In this thesis, we will
focus on the entities and interfaces that form and interrelate the main components of the
Radio Access Network (RAN) and the Core Network (CN): Evolved Terrestrial Radio
Access Network (E-UTRAN) and Evolved Packet Core (EPC), respectively.
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Figure 6. Detailed E-UTRAN (left) and EPC (right) architectures. Extracted from [9].

RAN in LTE standard is called E-UTRAN [9] and it is characterized, unlike the previous
standards, for its plain architecture without hierarchy. It consists just of one element the
eNB/s (base station/s), which are in charge of all the access network functionality, from
the transmission of IP packets and management of radio resources (mobility control,
dynamic allocation of radio resources, interfaces control,...) to the dynamic selection of
MME entities. E-UTRAN allows the communication between the user equipment and the
different elements of the network by means of two interfaces, and have one internal

interface:
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This interface allows the communication between the UEs and the
EPC. It is divided in two different interfaces: S1-MME (S1-C) and S1-U.
This separation between interfaces allows the separation between the
control and data planes and, consequently, the separation between
s1 their protocols in two different stacks. Whereas, the S1-MME is in
charge of supporting the functions and procedures to manage the
performance of this interface, the S1-U is in charge of controlling the
exchange of data in this interface. This plane separation permits the
communication between the eNB and two different entites MME
(control plane) and P-GW (data plane).

Table 1. Interfaces of the E-UTRAN.

EPC [9] constitutes the Core network and it has been mainly designed to provide a
service of IP connectivity thanks to its optimized architecture that exploits the new
features offered by the E-UTRAN. There are four basic entities that constitute the EPC
and provide the IP connectivity service to the users connected to the RAN and to external
networks connected to the EPC: Home Subscriber Server (HSS), Mobility Management
Entity (MME), PDN Gateway (P-GW) and Serving Gateway (S-GW).

It represents the principal entity of the control plane in order to manage
the access of the users to the network via the E-UTRAN. There are
more than one MME for network and its selection is done basing on the
terminals geographical location or loading balancing criteria. The main
functions of this entity are the following:

MME - Authentication and authorization of the users.

- Management of EPS carrier services and mobility of the users.
- Termination of the NAS protocols.

- Signaling for supporting the mobility.
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It is the gateway of the user plane connecting the E-UTRAN with the
EPC backbone. As in MME, when a user is connected to the LTE
system a S-GW is assigned to him/her depending on the terminal
geographical location and loading balancing criteria. This entity
S-GW provides an attachment point when the terminal moves from one eNB
to the other and also when it moves from one LTE RAN to others, such
as UTRAN (UMTS) or GERAN (GSM). Also, it is in charge of users
traffic routing and temporal storage of users IP packets from terminals
that are in idle mode. This is connected with the MME by the S11
interface and with the P-GW with the S5 interface.

Table 2. Components of the Core Network.

The enhancement in the architecture and other technical aspects has become LTE an
appropriate standard to handle the current networks. In the following some characteristics
of LTE standard and their benefits are presented [10] [11]:

- All IP network architecture.
- It can support packet and data services.

- Great diversity of frequency bands, some of them above the 3G bands, which
implies the increase of the bandwidth and speed of data transmission.

- Supports MIMO, so it can achieve high data rates.
- SC-FDMA protocol in the uplink, which indicates low powering during transmission.

- OFDMA protocol in the downlink, which means an increase of the total user
capacity.

- Very low latency, which provides a better network performance.

However, an excessive increase in data traffic that can lead to congestion and overflow of
LTE networks has been predicted for 2020, since the current networks are not prepared
to withstand such high capacities. This fact has led the operators of mobile networks to
design more complex networks that have more features and extensions and which will be
capable of dealing with the required traffic levels. All of this is needed to reach the 5th
generation of mobile networks.

As explained in previous sections, virtualization technologies, such as SDN and NFV, are
the most appropriate to achieve more flexible and manageable networks, which allow
separating the control and user planes without increase the deployment or operation
costs. Currently, studies are underway in which SDN and NFV are applied to the LTE
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standard. An example of this is presented in [12] where a Cellullar Software Defined
Network has been designed using SDN and NFV.

2.4. OpenAirinterface platform

OpenAirinterface platform is an open-source software that implements the LTE system
fully encompassing the 3GPP standard protocol both in E-UTRAN [15] and EPC [16]
entities. It is based in a computer hosted software radio frontend architecture that allows
to build and customize the LTE network entities on a computer and, to connect UEsS to
test different configurations in the network and monitor in real time the network and the
mobile devices.
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Figure 7. OAI protocol stack scheme. Extracted from [17].

In Figure 7, an outline is represented with the protocol stacks that implement each block
of the software OAI platform. As shown, it consists of three blocks: the UE, the eNBs
belonging to the E-UTRAN access network, and the MME + S + P-GW entities that make
up the EPC. This scheme also allows us to appreciate the routes that make both the data
plane and the control plane through the different layers of the 3GPP standard. Next, the
main characteristics of the OAI software [18] are detailed.
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EPC (CORE NETWORK)

- Implements MME, SGW, PGW and
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- NAS integrity

- UE handling procedures such as
attach, authentication, service access
and radio bearer establishment

G/IG SGSN
Visited PLMN

- Transparent access to IP network
- Configurable APN, IP range and DNS
- IPv4 and IPv6 support

Table 3. Characteristics of the physical layer, E-UTRAN and Core Network.

Moreover, EUROCOM has exposed a complete scheme of the overall architecture of the
software part of OAI platform, in which are defined the several entities that constitute the
OAIl LTE network and the interfaces that communicates the previous entities and
indicates by which software is implemented each entity. In Figure 8 the scheme of the

OAI architecture is presented.
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Figure 8. Overall OAI platform architecture. Extracted from [19].

The OAI platform is constituted by two different software:
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- openairinterfacebg [15] which permits personalize the configuration parameters
and run the eNB entity. As will be seen later, at the beginning of this project have
been used the Openairinterface5g software because we just have been working
with the LTE network but later the empower-openairinterface [25] that is a
customized version of the former software have been deployed for the integration
of the EmMPOWER functions.

- openair-cn [16] which virtualize the four network functions of the core network:
HSS, MME, S-GW and P-GW. In this case, the two last entities are seen as one,
SPGW. In the same way as the eNB, these three entities can be customized
according to the user's requirements.

In relation to the implemented entities are the interfaces that communicate them. Based
on Figure 8, the following interfaces can be defined:

- S1-C: It communicates the eNB with the MME and is used to manage the control
data.

- S1-U: It communicates the eNB with the SPGW and is used to manage the user
data.

- S6-a: It communicates the MME with the HSS.

- S11: It communicates the MME with the SPGW.

- SGI: It communicates the SPGW with the external network, such as Internet.

S5/S8 interface will not be needed because the SGW and PGW act as one unique entity.

In addition to software, radio frequency hardware will be necessary to create the interface
between the commercial UEs and the eNB, allowing the real-time communication of the
two parties. There are several frontend radio software platforms, such as
EXPRESSMIMO2, USRP B2x0 or X300, RF Blade, LMS-SDR, among others. In this
project, the USRP B210 (designed by Ettus Research/NI) is the one selected for the
implementation of the eNB - UE interface. Here are some features of this device [20].

Figure 9. USRP B210, Ettus Research. Extracted from [20].

- Radio frequency coverage from 70 MH